Install, Configure and Use the Mobile RAS Portal

Follow these instructionsto configure your JPL-issued iPhone/iPad or
Android to use the new RAS Portal. Note: Screenshots may not be
consistent with your device.

First Time Connecting? - If this is your first time connecting to JPL with your

mobile device, follow the Install instructions. If you already have Pulse Secure

installed, skip to Configure.

Install

1. Open the App Store foriPhone/iPad or the Play
Store for Android devices.

Pulse Secure

OPEN

2. Searchforandinstall Pulse Secure
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Configure

1. Onthe Welcome to the Pulse Secure Client screen,
enter ‘connect.jpl.nasa.goVv’ in the URL field

Welcome to the Pulse
Secure Client
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2. Onthe Add a Connectionscreen, enter the r—

followinginformation:

Save any changes.
v This will be your default connection

Connection Name:JPL VPN

JPL VPN

Select Save

https://connect.jpl.nasa.gov

Username

Authentication

Password

Realm




Use the Mobile RAS Portal

1. Click Connect

Pulse Secure

Connection

JPL VPN
https://connect.jpl.nasa.gov

Connect

2. Click Allow (Shown on first connection attempt)

“Pulse Secure” Would Like to




3. Systemwill select ‘Surfshark. OpenVPN (UDP)’ by default

Status

Surfshark. OpenVPN (UDP)

Surfshark. WireGuard

4. Enterthe passcode set for your device

Enter iPhone passcode
Add VPN Configurations
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Cancel




5. Click Connecttoestablish a connection

The Mobile RAS Portal will open

6. Select BrowserRAS
7. Enteryour JPL Username and Passcode

TIP: Type your PIN first, then type in your
tokencode or use the cut/paste feature on your
smartphone to enter your soft tokencode.

8. Select Connect

Pulse Secure

Connection

connect.jpl.nasa.gov

ttps://connect.jpl.nasa.gov

connect.jpl.nasa.gov Cancel

JPL

Remote Access

Contact

Intranet  Research

Access Mode:

O VPN ° BrowserRAS

Username:

jplusername
Passcode:
(PIN + token code)

------------

Connect

WARNING: This device is funded by the United States Government
and operated by the California Institute of Technology in support of
ongoing U.S. Government programs and activities. If you are not
authorized access to this system, disconnect now. Users of this
system have no expectation of privacy, and by continuing, you
consent to your keystrokes and data content being monitored.
Unauthorized Access is a violation of U.S. Federal Law.



